STANDING A CHANCE: DOES SPOKEO PRECLUDE CLAIMS ALLEGING THE VIOLATION OF CERTAIN STATE DATA BREACH LAWS?
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I. INTRODUCTION

American standing jurisprudence, which determines what cases may be brought in federal court, arises from the “case or controversy” requirement of the United States Constitution. As the Supreme Court has interpreted it, this provision prohibits Article III courts from hearing lawsuits unless the issue raises and alleges a sufficient injury-in-fact, establishes causation, and allows for redressability by the court. The question of whether Congress can define “injury-in-fact,” and therefore confer standing via statutory language, has been the subject of much inquiry and debate throughout the years, as legislatures have increasingly included so-called “citizen suit” or “private right of action” provisions in enacted laws to allow individuals to bring suit. The recent Supreme Court decision in Spokeo v. Robins is perceived to have cut away at the validity of certain federal statutory provisions that allow individuals to bring suit when their sole claims are that the statute was violated. In the Spokeo case, the Court assessed a plaintiff’s standing to sue based on a violation of the federal Fair Credit Reporting Act (FCRA) and held that “a bare procedural violation, divorced from any concrete harm” does not satisfy the injury-in-fact requirement.
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In the wake of the 2016 *Spokeo* decision, courts have analyzed standing in the context of alleged federal statutory violations differently, depending on which laws the plaintiff’s claim have been violated. It is also unclear if and how *Spokeo* will impact class action lawsuits brought based on state law claims, and since certain federal courts in recent years have certified nationwide classes under the law of a single state, this question may have major implications for individuals alleging state statutory violations in a national class action suit.

One area where federal courts may soon determine congressional authority to define injuries concerns the increasingly pervasive issue of data breaches. In recent years, the United States has seen a number of high-profile breaches, which are often defined as incidents “in which sensitive, protected, or confidential data has potentially been viewed, stolen, or used by an individual unauthorized to do so. Data breaches may involve payment card information (PCI), personal health information (PHI), personally identifiable information (PII), trade secrets, or intellectual property.” Among the most recent and highest-impact instances are the 2013 Target breach, in which 40 million credit and debit card accounts, as well as data on 70 million customers were compromised; the 2014 Home Depot breach, where 56 million credit card accounts and 53 million email addresses were stolen; and the 2015 Anthem data breach, in which 80 million patient and employee records were obtained. Arguably, however, the most concerning data breach took place in 2017, when the personal information, including Social Security numbers and addresses, of up to 143 million Americans was stolen from the consumer credit reporting agency Equifax. Given the increasing threat of cyber-attacks and data breaches, individuals have sought to bring class action suits to hold the companies who released their data accountable for their failure to protect the information. These litigants often allege, among other things, that the company that experienced the data breach failed to comply with state data breach notification laws and state
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consumer protection laws. Under the Spokeo standard, however, failure to comply with state data breach laws may not be sufficient to allege injury-in-fact to obtain standing to sue. This is especially true if courts do not find that post-breach claims are harmful enough under a recent standard set forth in Clapper v. Amnesty International USA, which requires that injury be “certainly impending.” Given the nature of data breaches and the type of injury that is typically suffered after an incident occurs, this Comment argues that Spokeo should not bar litigation where failure to comply with data breach laws is alleged as a standalone claim, because it is not merely a “bare procedural violation,” and failure to comply causes real harm.

Part II of this Comment discusses the history of cases leading to Spokeo and the test for determining that standing has been established. Part III addresses the nature of the injury that individuals tend to experience after a data breach occurs, and why the issue presents a unique challenge for courts when determining standing. Part IV discusses the purpose of private right of action provisions in state data breach laws, and how state legislators intended to create a right in these statutes. Part V analyzes how the harm that flows from the violation of a data breach statute is similar to tort liability. Part VI discusses the current circuit split post-Spokeo regarding whether private right of action provisions can confer Article III standing, and why the issue should be resolved in favor of upholding statutory standing in the data breach context.

II. THE WINDING PATH TO SPOKEO AND THE CURRENT TEST FOR STANDING

In the 1992 case of Lujan v. Defenders of Wildlife, the Supreme Court first tackled the question of whether Congress could confer standing. In the majority opinion, Justice Scalia suggested that in order for a private right of action provision to create an injury-in-fact, the Constitution requires a certain type of personal injury, akin to those at common law, for standing. “This decision is believed to have invalidated a large number of statutes in which Congress has attempted to use the ‘citizen-suit’ device as a mechanism for controlling unlawfully inadequate enforcement of the law.” Justices Kennedy and Souter in their Lujan concurrence, however, stated that

---

17 Id.
18 Sunstein, supra note 3, at 165.
congressionally enacted citizen standing provisions may be constitutional as long as they are specific about the nexus between the injury and the class of citizens authorized to bring suit under the law.\(^{19}\) \textit{Lujan} is thus believed to have rejected the use of private cause of action provisions in circumstances that are deemed too far removed from any personal injury to the plaintiff, but the case left open the question of whether such provisions may be enforceable to confer standing when the individual(s) challenging the statutory violation suffered some type of harm as a result of the violation.

In the time between the \textit{Lujan} decision in 1992 and the \textit{Spokeo} decision in 2016, the issue of federal statutory standing without “actual injury” had been decided inconsistently among the federal circuit courts. The Sixth Circuit, for instance, held in the 2009 case of \textit{Beaudry v. TeleCheck Services, Inc.}\(^ {20}\) that a plaintiff could bring an action under the FCRA without showing actual harm.\(^ {21}\) Similarly, the Eighth Circuit heard the case of \textit{Charvat v. Mutual First Federal Credit Union},\(^ {22}\) where the plaintiff alleged the violation of the Electronic Funds Transfer Act without demonstrating actual injury.\(^ {23}\) On the other hand, the Second Circuit denied standing in the 2009 case of \textit{Kendall v. Employees Retirement Plan of Avon Products},\(^ {24}\) and the Fourth Circuit later declined to hear the case of \textit{David v. Alphin},\(^ {25}\) holding that plaintiffs do not have standing to bring claims alleging the violation of ERISA without showing actual injury.\(^ {26}\)

In the Court’s decision in \textit{Spokeo v. Robins}, in which the plaintiff alleged a violation of the FCRA, the Supreme Court held that the plaintiff did not have standing unless he suffered “concrete” and “particularized” harm in light of the defendant’s conduct in violation of the FCRA.\(^ {27}\) Although the Court denied standing to the plaintiff in \textit{Spokeo} for “bare procedural violations” of federal statutes, without more,\(^ {28}\) it did not close the door entirely to plaintiffs seeking to bring suit based on a statutory violation.\(^ {29}\) The Court set forth a test that courts may consider in future cases
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to evaluate whether the violation of a statute establishes concrete injury.\textsuperscript{30} “First . . . it is instructive to consider whether an alleged intangible harm has a close relationship to a harm that has traditionally been regarded as providing a basis for a lawsuit in English or American courts,”\textsuperscript{31} and “[s]econd . . . whether Congress created a procedural or substantive right in the statute at issue.”\textsuperscript{32}

Since \textit{Spokeo}, federal courts have determined the existence of an injury-in-fact on a case-by-case basis when the litigants claim that a federal statute has been violated.\textsuperscript{33} In addition, recent federal circuit court decisions have addressed a litigant’s standing to bring claims under state law in federal court, and whether state statutory private right of action provisions can confer standing (though federal provisions presumably cannot if they are divorced from actual injury or harm).\textsuperscript{34} Given the fact that state statutes largely dictate how a holder of information must react when a data breach occurs, it is possible that the application of \textit{Spokeo} to state statutory claims will be decided by the Supreme Court in the years to come.

\textbf{III. THE HARM THAT FLOWS FROM DATA BREACHES AND HOW COURTS INTERPRET THAT HARM}

To meet the requirements for injury-in-fact to obtain Article III standing, plaintiffs must show that they have experienced an injury that is imminent and not “too speculative,”\textsuperscript{35} and that the injury suffered was “concrete” and “particularized.”\textsuperscript{36} Courts have struggled with data breach harm because, by their nature, the harms are “intangible, risk-oriented, and diffuse,”\textsuperscript{37} and “[t]hese characteristics are areas that have been particularly vexing for courts.”\textsuperscript{38} The reality of the world of data breaches is that harm can be recognized many years in the future when data is used long after it
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has been obtained. Therefore, the issue of harm is different for plaintiffs in this context than for plaintiffs who bring suit solely based on statutory violations that are completely separate from any personal injury that they have experienced at the time. Accordingly, the Spokeo holding should not bar plaintiffs from bringing suit to challenge the violation of state data breach laws simply because the violation has not yet “harmed” them in the more commonly understood sense of the word.

As many experts in the field of data security have noted, the harm that flows from a data breach takes place largely in the future, as opposed to the present. Breaches “open the door for total identity theft,” says Robb Reck, Chief Information Security Officer at Ping Identity, and the data that is compromised during these incidents “will be used for years” according to Avivah Litan, a security analyst. “Data theft poses an indefinite threat of future harm, as birthdate, full name and social security number remain a skeleton key of identity in many systems.” In addition to the risk of hackers using individuals’ data in the future, breaches cause other types of damages to individuals who are impacted, as “[m]any are worried about doing the digital-era equivalent of constantly looking over their shoulder, waiting for someone to appropriate their identity, or dredge up some intimate, haunting secret they thought was long buried.”

State and federal legislatures and executive branches have also acknowledged the nature of the harm that individuals may experience after their data has been breached over the years. As the Federal Trade Commission (FTC) has noted, “[p]eople whose identities have been stolen can spend months or years—and thousands of dollars—cleaning up the mess the thieves have made of a good name and credit record.” The FTC also notes that “victims of identity theft may lose job opportunities, be refused for loans, and even get arrested for crimes they didn’t commit. Humiliation, anger, and frustration are among the feelings victims experience.” As discussed during the enactment of New Hampshire House Bill 1660 in 2006, one of the first data breach notification laws in the country, “[m]ost victims
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don’t find out what has happened until long afterward, when they’re called by a collection agency or turned down for a loan.”

Since the harm from a data breach is more likely to occur in the future, however, courts have grappled with whether litigants whose data has been compromised meet the requirements for standing. The most high-profile data breach cases are typically filed in federal court as class action suits and are often settled by the parties. For example, in the wake of the Anthem data breach, “[m]ore than 100 data breach class action lawsuits were filed . . . alleging [that] Anthem failed to adequately safeguard the personal information of subscribers and failed to adequately notify those whose personal information was compromised” in accordance with state data breach laws. The Anthem cases were ultimately consolidated and settled, and the company paid $115 million to approximately 78 million class members. Similarly, settlements for class actions filed against Home Depot and Target after the companies experienced data breaches were approved in 2016 and 2015, respectively, and the companies each paid tens of millions of dollars to the plaintiffs.

When suing a company after a data breach has occurred, plaintiffs bring many different types of claims. In the United States, companies that experience large breaches typically face class action lawsuits, and “common claims in such lawsuits are that the company violated state unfair business practices laws, breached a contract, was negligent, or is subject to liability for a privacy tort.” Plaintiffs have also sought to assert claims based on federal laws in the wake of a data breach. Faced with these numerous cases in recent years, courts have ruled differently regarding the likelihood of future harm after a data breach, and whether that harm was
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sufficient to establish injury-in-fact.

The first significant case dealing with standing in the data breach context was *Krottner v. Starbucks*, where the court held that the increased threat of theft of personal data on a stolen laptop did confer standing.53 Following *Krottner*, however, the Supreme Court’s 2013 decision in *Clapper v. Amnesty International* introduced a higher standard for assessing potential harm, providing that a possible future injury that was “certainly impending” may suffice as an injury-in-fact.54 Following *Clapper*, many courts have declined to confer standing to individuals whose data was compromised, finding that the future harm alleged was too speculative.55 This unwillingness to confer standing is not uniform, however, and some courts have allowed cases to proceed when the harm alleged is simply that the plaintiff’s data was compromised, or that the plaintiff’s injuries are of the type that most experience in the aftermath of a data breach. For example, in the Target data breach litigation in a Minnesota federal court, Judge Magnuson found that the plaintiffs had sufficient injuries for standing purposes because they suffered costs “including unlawful charges, restricted or blocked access to bank accounts, inability to pay other bills and late payment charges or new card fees.”56 Despite Target’s attempts to argue that plaintiffs must allege a more concrete injury, like the closure of their bank accounts, Magnuson stated that these arguments “set a too-high standard for Plaintiffs to meet at the motion-to-dismiss stage.”57 In addition, the Seventh Circuit and Third Circuit courts upheld the assertion of harm and granted standing to individuals whose data had been breached in the Neiman Marcus58 and Horizon59 data breach cases, respectively.

It appears, then, that courts may be becoming more familiar with how injury manifests in the context of large data breaches, and that judges may be increasingly receptive to the arguments that individuals impacted by a
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data breach will suffer harm that is “certainly impending” under the Clapper standard. “Many courts seem to recognize the suggestion raised in the Neiman Marcus case that the entire reason the hackers are trying to steal the personal information is to try to accomplish an identity theft, and that sooner or later hackers with access to the information will try.” For instance, “[the D.C. Circuit recently embraced the premise that the risk of future harm can be enough to meet the Spokeo standing bar in a data breach case involving health insurer CareFirst.” This decision “deepen[ed] a circuit split that’s been fueled in part by judges’ growing familiarity with how such intrusions play out.” The ever-growing number of data breach occurrences has also placed pressure on the judiciary to find solutions and remedies for those who fear what might happen to them after their private, personal data has been compromised. Given that courts have decided differently regarding the underlying claim of harm suffered from a data breach and whether that is sufficient to confer standing under the Clapper standard, it is all the more important that courts recognize that claims under private right of action provisions in state data breach laws provide a way into court, and are not barred as procedural violations under the Spokeo standard.

An understanding of how harm occurs after a data breach is slowly reaching the federal courts. When drafting state data breach laws, however, many legislators and regulators arguably already understood the harm that could take place and therefore inserted provisions to allow individuals whose data is compromised to file suit.

IV. THE PURPOSE OF STATE DATA BREACH LAWS AND PRIVATE RIGHT OF ACTION PROVISIONS

Legislative private right of action provisions grant private actors the right to sue if another private actor violates the law in which the provision appears. Generally, the purpose of private right of action or citizen suit provisions in legislation historically has been to ensure that regulated entities comply with the law as set forth by the legislature by allowing a private party
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to “enforce a regulatory standard.”\textsuperscript{65} “With a number of devices, including the citizen suit, Congress hoped to overcome administrative laxity and unenthusiasm, and also to counteract the relatively weak political influence of beneficiaries.”\textsuperscript{66} In addition, “[p]romoting the purpose of a statute through citizen initiative is an important policy goal behind a private right of action.”\textsuperscript{67} In the absence of a private right of action, the Attorney General or another appropriate state agency typically oversees the enforcement of state statutes.\textsuperscript{68} State legislators have included private right of action provisions to allow private citizens impacted by a statutory violation to police compliance with the law by bringing suit.

Since California’s enactment of the country’s first data breach notification bill in 2003,\textsuperscript{69} all fifty states, the District of Columbia, Guam, Puerto Rico, and the Virgin Islands have passed laws that require companies that retain an individual’s personal information to disclose when that information has been breached.\textsuperscript{70} While no state law is identical, there are many provisions that address similar issues in the bills that have been enacted. “Security breach laws typically have provisions regarding who must comply with the law (e.g., businesses, data/information brokers, government entities, etc.).”\textsuperscript{71} The laws also frequently include “definitions of ‘personal information’ (e.g., name combined with SSN, drivers license or state ID, account numbers, etc.),\textsuperscript{72} what constitutes a breach (e.g., unauthorized acquisition of data);\textsuperscript{73} requirements for notice (e.g., timing or method of notice, who must be notified);\textsuperscript{74} and exemptions (e.g., for
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encrypted information). Some laws also include safe harbor provisions that allow entities to forego notification of a breach in certain circumstances.

In addition to these provisions, fifteen states specifically provide for a private right of action in their data breach laws, which allow a suit to be brought if the notification statutes are not complied with. Further, a “short but growing list of states . . . require entities to provide some form of credit monitoring services after a breach.” These additional provisions suggest that state legislators understand the harm that can come from a data breach, and that an individual must be notified when a breach takes place and provided with options to help them address and mitigate their resulting injuries. This intent is clear in many cases, including when reviewing the history of the first data breach law in the United States, California Senate Bill 1386. According to its author, the bill was “intended to help consumers protect their financial security by requiring any agency or business that maintains a computerized data system that contains personal information to disclose any breach of the security of the system immediately . . . .” The notification would be required “if the information disclosed could be used to commit identity theft.” In addition, the enacted law states that “[a] consumer injured by a violation of the provisions of this bill would have the right to bring civil suit and recover damages.” At the time the legislation was being considered, supporters of the bill argued that the bill was necessary because consumers needed to know about a breach of their information security so that they could take effective steps to prevent identity theft. The passage of this legislation, which required disclosure of data breaches and included a private right of action provision, undoubtedly
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helped citizens to avoid harm because they learned about numerous instances of theft of their private data, which they likely would not have known about but for the law being in place. “Because of SB 1386, we learned in 2005 that ChoicePoint—a company most Americans had never heard of—had somehow sold detailed credit histories on more than 163,000 consumers directly to identity thieves.”84 “And in 2007, we learned that identity thieves had broken into the computer systems of the discount retailer TJX and stole[ ] more than 45 million credit-card numbers.”85 Failure to disclose a breach or comply with state data breach notification laws can clearly harm individuals who would not otherwise be aware of the fact that their data had been exposed and could not take the proper precautions afterward to protect themselves from misuse of their data.

Not long after California, the Washington legislature also enacted a data breach notification statute, Senate Bill 6043, which included a private right of action providing that “[a]ny customer injured by a violation of this section may institute a civil action to recover damages.”86 As these bills moved through state legislatures, members noted that “[v]ictims of identity theft must act quickly to minimize the damage; therefore, expeditious notification of possible misuse of a person’s personal information is imperative.”87 It appears from the various legislative histories surrounding data breach laws that state legislatures enacted data breach notification bills to address the harm that occurs to consumers when they are not made aware of the fact that their data has been stolen. In a letter from New Hampshire Governor John Lynch to Representative Sheila Francoeur regarding the state’s data breach notification law, which includes a private right of action provision, Governor Lynch noted that “[b]y requiring prompt disclosure of security breaches, our citizens will be in a better position to react in a timely manner to potential threats against the misuse of their identities.”88 Recently, the California legislature reinforced the importance of including a private right of action in data breach notification laws by retaining the provision allowing individuals to bring suit and providing for a specified range of statutory damages in its amended and updated 2018 version of the law.89

85 Id.
87 An Act to Amend, Renumber, and Add Section 1798.82 of, and to Add Section 1798.29 to, the Civil Code, Relating to Personal Information: Hearing on S.B. 1386 Before the Assembly Judiciary Comm., supra note 79.
is clear that in California, Washington, and New Hampshire, legislators understand the harm that could occur to citizens when the notification law is not complied with, and this is likely why they included private right of action provisions to allow these individuals to bring suit based on this harm.

A recent occurrence highlights the importance of allowing individuals to bring suit after their data has been breached. As a result of the Equifax breach, “the private financial and personal details of as many as 143 million Americans have been exposed to hackers.”[^90] A class action lawsuit, *Allen et al. v. Equifax*, was filed, and among the claims is the company’s delay in informing consumers about the breach, “thereby preventing them from taking steps to minimize the damage.”[^91] The allegations charged “include violations of . . . state consumer protection laws as well as rules regarding deceptive practices and data breaches, all of which are recounted in the 323-page filing.”[^92] The recent Equifax breach, and resulting reaction from both state and federal legislators throughout the country, reinforces the notion that legislators intend to hold companies accountable for failure to notify citizens of a breach of their data. After the breach, Senator Robert Menendez of New Jersey stated that it is “outrageous that Equifax waited more than a month to inform consumers about this hack.”[^93] During a congressional hearing, Representative Markwayne Mullin of Oklahoma told the former CEO of Equifax that the company’s response “should have been like a fire alarm on the wall, ready at a moment’s notice to be pulled.”[^94] There have also been numerous efforts over the years to enact one federal data breach standard, as opposed to the patchwork of fifty state laws, including the Personal Data Notification and Protection Act. “Under this proposed legislation, Equifax would have had to disclose its breach within 30 days—not the six weeks it took—to the FTC and the Department of Homeland Security.”[^95] The
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Concern about timely notification of data breaches is one of the main motivators for enacting, and ensuring compliance with, state laws. Last year, “Equifax Inc. learned about [the] major breach of its computer systems in March—almost five months before the date it [had] publicly disclosed,” according to Bloomberg News. New questions about Equifax’s timeline are also likely to become central to the crush of lawsuits being filed against the Atlanta-based company.

Equifax’s failure to disclose this first breach caused clear harm to those whose data was later acquired in the second breach and those who were not given the opportunity to adequately protect themselves in light of the first threat. Individuals could have been spared harm if Equifax had conducted an investigation of the first breach that was “sufficiently thorough” and not “closed too soon,” thereby requiring them to notify more individuals of the incident. The purpose of requiring companies to disclose breaches in accordance with state law is to ensure that individuals are not harmed by the failure to be informed of a breach.

The Equifax issue highlights how this harm can occur. Even in states that do not have a private right of action provision in their data breach laws, courts impliedly recognize that there is a legislative intent behind those that do. For instance, in dismissing a Pennsylvania class action suit, Judge R. Stanton Wettick, Jr. stated that the court refused to interfere with the legislature’s direction in this area of the law where they had not provided a private right of action to bring suit after a data breach occurred.

Further, even post-\textit{Spokeo}, recent federal court decisions have affirmed the idea that private rights of action imply a legislative intent to confer standing with regard to privacy issues. In discussing the FCRA, the court hearing the case of the recent Horizon data breach stated that “[Congress] created a private right of action to enforce the provisions of FCRA . . . which clearly illustrates that Congress believed that the violation of FCRA causes a concrete harm to consumers.” The court found legislative intent implied from the language of the FCRA, which provides for a capped amount of
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statutory damages following willful violations of the act.\textsuperscript{102} A court would then likely find an even clearer legislative acknowledgment of the harm that results from a violation of a data breach law like the one in Washington, which includes stronger language than the FCRA to allow an individual to bring a lawsuit for violations of the act.\textsuperscript{103}

The failure to learn of a data breach is harmful because hackers will employ an individual’s stolen personal information at some point in the future. The question is not if they will do so, but when. As the Seventh Circuit recently explained, there is a reasonable likelihood that hackers will use a plaintiff’s information to commit identity theft or credit card fraud,\textsuperscript{104} and their criminal motive can be presumed.\textsuperscript{105} As Professor Daniel Solove notes, “[w]hy would more than 90% of the states pass data-breach notification laws in the past decade if breaches did not cause harm?”\textsuperscript{106} The same is true for the harm that arises from failing to comply with those notification laws. State legislatures included private right of action provisions in these laws to allow individuals to sue a company for failure to comply with their statutory duty to notify them of a breach, and to recover for the harm that occurred as a result. The Supreme Court’s holding in \textit{Spokeo} should, therefore, be interpreted to allow individuals to bring suit once their data has been breached, consistent with state legislators’ intent in enacting data breach laws with these provisions. Failure to notify impacted individuals of a breach in compliance with state law is injurious in and of itself, and the right to bring suit is necessary to ensure that individuals hold companies accountable in disclosing a breach and allowing them to protect themselves from additional harm. Failure to comply with state data breach laws is meant to be challenged in court when the legislation explicitly includes a private right of action provision.

V. THE SIMILARITIES BETWEEN THE HARM THAT OCCURS FROM A DATA BREACH AND TORT LIABILITY

In the \textit{Lujan} case, Justice Scalia suggested that an injury-in-fact sufficient to confer standing may be found if the alleged injury suffered is
akin to one recognized at common law. Therefore, it could be argued that further evidence of a legislative intent to confer standing for the violation of state data breach laws is the fact that there appears to be a tort-like duty imposed on holders of information that, under the common law, would allow a litigant to obtain standing if breached.

There is evidence of legislative intent to impose a tort-like duty on holders of individuals’ sensitive information in that a number of state data breach laws also allow an individual impacted by a violation to bring suit under the state’s consumer protection laws. Alaska, Maryland, Tennessee, Texas, and most recently, South Dakota each have enacted these types of provisions. One of the purposes that states had in enacting these types of consumer protection laws with private rights of action was to help carry out common-law liability since the Federal Trade Commission Act had no such provision. This Act was enacted by Congress in the early twentieth century to provide stronger remedies to consumers who brought claims regarding business torts. Given the law’s shortcomings, however, most business torts are now brought under state consumer protection statutes. Therefore, linking the violation of a state data breach law by a business to a private right of action under consumer protection statutes is evidence of a state legislature’s intent to treat data breach cases similarly to tort cases.

In fact, the tort-like duty that state data breach laws impose on companies has also been expressed by federal representatives, in addition to state legislators. In recent communications from members of Congress, they have spoken about “hold[ing] Equifax accountable for failing to safeguard our personal information.” At the recent hearing held by Congress, Representative Greg Walden of Oregon told the former CEO of Equifax that
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the company’s failure to protect individuals’ data from being hacked, and its delay in notifying individuals after it occurred, was “like the guards at Fort Knox forgot to lock the doors and failed to notice the thieves were emptying the vaults.”\textsuperscript{118}

Plaintiffs often bring negligence claims when suing a company after a data breach occurs, and courts have found those claims viable at the motion to dismiss phase when connected to the violation of a state consumer protection statute. The aftermath of the Target data breach provides a recent example of a court imposing a duty on a company that retains consumer information.\textsuperscript{119} In a case that was filed after that breach, the United States District Court for the District of Minnesota concluded that the consumers’ allegations that Target knew that the data was sensitive, and therefore was susceptible to being hacked, was plausible enough to establish a duty on Target to disclose the incident.\textsuperscript{120} As a result of this finding, most of the class members’ claims under state consumer protection laws were sustained in that case.\textsuperscript{121} “[T]he existence of the MPSCA bolstered [the] ruling that the financial institutions adequately pleaded a duty of care under general negligence law . . . .”\textsuperscript{122} This was because the court felt that the statute stood for “Minnesota’s policy of punishing companies that do not secure consumers’ credit- and debit-card information.”\textsuperscript{123} In addition, recently, two Oregon residents filed a class action suit against Equifax, claiming that the company negligently failed to protect their personal information or to use adequate safeguards to protect consumers’ personal information.\textsuperscript{124} Given the magnitude of the Equifax breach, and the continuing occurrence of other data breaches, courts are likely to see similar cases filed on the basis of tort-related theories.

Recent federal court decisions have also identified the close relationship between harm that is suffered by failure to comply with data breach laws and torts. In the case of \textit{In re Nickelodeon Consumer Privacy Litigation}, the Third Circuit held that “Congress has long provided plaintiffs
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with the right to seek redress for unauthorized disclosure of information that, in Congress’s judgment, ought to remain private.”

Further, finding standing based on an alleged violation of the FCRA, in the recent case of Perrill v. Equifax Information Services, LLC, the United States District Court for the Western District of Texas stated that “[t]he common law has long recognized a right to personal privacy.” Given this reasoning, one could conclude that failure to comply with data breach laws is akin to the tort of public disclosure of private facts, which allows individuals to sue for the unauthorized release of their private information.

Justice Scalia’s opinion in Lujan did note that statutes cannot create standing in certain circumstances, where the new legal right was not one that was recognized at common law. He was careful, however, to note that the decision was not based on a case where concrete injury had been suffered by many persons, as in mass fraud or mass tort situations. Arguably, then, Justice Scalia’s reasoning in Lujan, while discrediting private right of action provisions that are too attenuated from actual injury, actually supports the notion that these provisions in state data breach laws should confer standing. This is because the injury in data breach scenarios, as in mass torts, is often suffered by many persons. Even in the Spokeo case, which also failed to confer standing based on a private right of action provision, Justice Thomas’s concurrence noted the difference between a statute that creates a private right of action based simply on a violation of private rights, versus those that the defendant owed to the public collectively. Given the pervasive nature of data breaches and their impact on society at large, it would be hard to deny that not only do information holders owe a duty to the individuals whose information they possess, but also to the public at large to safeguard the information that they hold to prevent data hacking. An entity that fails to protect the data of many individuals violates the duty of reasonable care that it owes to customers and to members of the public, and therefore, even under the strict Spokeo test for standing, a plaintiff who sues a company after experiencing a data breach claims an “intangible harm [that] has a close relationship to a harm that has traditionally been regarded as providing a basis for a lawsuit.”
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Finally, Justice Kennedy’s concurrence in *Lujan* provides additional support for state statutory standing provisions in data breach notification laws. Justice Kennedy noted that in creating private rights of action via statute, the legislature “must at the very least identify the injury it seeks to vindicate and relate the injury to the class of persons entitled to bring suit.” In most data breach laws with private right of action provisions, only those “injured” by a violation of the statute can bring suit. Therefore, those legislatures have adequately related the class of persons entitled to bring suit by ensuring that only those whose data was compromised, or only those who the data holder breached their duty to, can challenge the violation of that statute.

These cases and decisions reinforce the view that the risk of data breaches imposes tort-like liability on entities that maintain personally identifiable information for consumers, and that state legislators recognized the harm and injury that can occur for failure to comply with a data breach law when drafting private rights of action.

VI. THE CURRENT SPLIT POST-*SPOKEO* REGARDING WHETHER STATE LAW PRIVATE RIGHT OF ACTION PROVISIONS CAN CONFER ARTICLE III STANDING, AND WHY THE ISSUE SHOULD BE RESOLVED IN FAVOR OF UPHOLDING STATUTORY STANDING IN THE DATA BREACH CONTEXT

Since the *Spokeo* decision in 2016, a number of federal court decisions have addressed whether state statutory private rights of action can confer standing. This issue has resulted in a circuit split in which some courts have found standing based on the violation of a state law after a data breach occurred, and some have not. Even before the Court decided *Spokeo*, the Ninth Circuit in 2001 reasoned that “the violation of a state-created legal right . . . can create interests that support standing in federal courts.” The court noted that, practically, without conferring standing in this scenario, “there would not be Article III standing in most diversity cases, including run-of-the-mill contract and property disputes.” There is also well-established historical support for conferring standing when a plaintiff alleges the violation of a state statute. In the 1988 case of *FMC Corp. v. Boesky*, the Seventh Circuit considered the question of whether the “invasion of a
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recognized state-law right in itself satisfies Article III’s injury requirement, even though an injury separate and apart from the actual invasion is difficult to identify.”

Though they declined to answer the question directly, the judges cited to a 1975 Supreme Court case in which the Justices explained that “actual or threatened injury required by Article III may exist solely by virtue of statutes creating legal rights, the invasion of which creates standing.”

Even in light of this past practice, however, certain federal courts have unnecessarily denied litigants standing based upon their claim that a state data breach law was violated. In the case of Khan v. Children’s National Health System, the Fourth Circuit recently held that individuals who brought a class action lawsuit after a data breach occurred did not have standing under the Spokeo standard. The court reasoned that “[h]ere, where Khan alleges violations of state law, she advances no authority for the proposition that a state legislature or court, through a state statute or cause of action, can manufacture Article III standing for a litigant who has not suffered a concrete injury.”

The Ninth Circuit, however, consistent with the position that it took in the 2001 case of Cantrell v. City of Long Beach, has continued to provide that “state statutes can create interests that support standing in federal courts,” even post-Spokeo. In the 2016 case of Matera v. Google, the United States District Court for the Northern District of California interpreted the Spokeo decision as setting forth three factors that “grant . . . persons in the plaintiff’s position a right to judicial relief.” Those factors are: “(1) the provision of a private right of action; (2) the availability of statutory damages; and (3) the substantive nature of the statutory right.”

In Matera, the court upheld the plaintiff’s right to sue Google based on the violation of the California Invasion of Privacy Act. Clearly, then, at least some federal courts understand the Spokeo decision as having validated the ability of state statutes to confer standing to litigants in federal court who allege the violation of the law; an ability that existed long before the Supreme Court decided the Spokeo case. This lends credence to the argument that individuals should be permitted to bring a case against companies who failed to comply with data breach notification laws when those laws establish a
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private right of action.

In addition to the Ninth Circuit, federal judges in the Southern District of New York have recently granted standing to plaintiffs claiming the violation of a state mortgage-notification statute. In the 2016 case of *Bellino v. JPMorgan Chase*, the court reasoned that “[u]ltimately, both history and the judgment of the New York State legislature indicate an intent to elevate the harm associated with a mortgagee’s delayed filing . . . to a concrete injury.” In addition, in the recent case of *Jaffe v. Bank of America*, which also analyzed standing for the violation of the mortgage notification law, the Southern District of New York held that “[t]he State Legislature has provided a private right of action and a heuristic for quantifying damages, possibly in recognition of [the] concreteness of this harm.” The *Jaffe* court further stated that “[t]he types of harm the statutes protect against are real.” In both *Bellino* and *Jaffe*, the courts evaluated a claim of failure to comply with state law that requires banks to file timely mortgage satisfaction information, and both found that the legislature intended this failure to be a harm that could be remedied in court. This scenario is strikingly similar to the data breach context, where failure to timely notify an individual of a breach of their data can cause real, concrete harm. In addition, a number of other recent federal court decisions have upheld standing for the alleged violation of privacy and data security laws, including *Boelter v. Advance Magazine Publishers*, where the court found that the failure to comply with the Michigan Preservation of Personal Privacy Act was sufficient to allow the case to proceed.

Long before *Spokeo*, federal courts recognized state legislatures’ ability to confer standing to plaintiffs who allege the violation of a law which allows them to bring suit, and after *Spokeo*, many federal courts continue to allow parties to claim the violation of a state law with a private right of action provision in order to allege injury-in-fact sufficient to obtain standing. Consistent with the Ninth Circuit’s reasoning and recent decisions made by judges in the Southern District of New York, the current circuit split

---

147 Bellino, 209 F. Supp. 3d at 610.
148 Jaffe, 197 F. Supp. 3d at 528.
149 Id.
150 See Bellino, 209 F. Supp. 3d at 601; see also Jaffe, 197 F. Supp. 3d at 523.
152 See Cantrell v. City of Long Beach, 241 F.3d 674, 684 (9th Cir. 2001).
154 Id.
155 See Bellino, 209 F. Supp. 3d at 601; see also Jaffe, 197 F. Supp. 3d at 523.
should be resolved in favor of understanding the Spokeo decision as having affirmed the right of state legislatures to confer standing via their statutes, and not as barring their ability to do so.

VII. CONCLUSION

The question of whether private right of action provisions in state data breach laws confer standing to plaintiffs whose information has been acquired may not be resolved definitively in the near future, as a number of laws allow individuals “injured” under the statute to file suit, which may create ambiguity. Therefore, federal courts may continue to assess on a case-by-case basis whether class members were sufficiently harmed by the violation of the statute, such that Article III injury-in-fact was attained. If a lawsuit based on a state data breach law was heard by the Supreme Court and remanded to determine injury, as the Spokeo case was remanded to the Ninth Circuit who found sufficient injury, however, the decisions on remand about whether the risk of harm experienced by those impacted by a data breach is injurious enough to confer standing may provide guidance to future litigants. In addition, in the Seventh Circuit, the recent holding in Remijas v. Neiman Marcus Group, LLC may allow individuals who have suffered a breach of their data to bring a claim based solely on the violation of a state data breach law, because the court found that the future risk of theft and fraud suffices for standing purposes. Adding to the uncertainty is the fact that “Spokeo only sets limits on federal-court jurisdiction; state-court jurisdiction is not limited by Article III.” Thus, a case dismissed from federal court under Spokeo could be re-filed in state court, although some (but not all) state courts find federal Article III cases instructive when interpreting limits on state-court subject-matter jurisdiction.

Nonetheless, in light of the way that harm occurs after a data breach, the purpose of private right of action provisions, and the tort-like duty imposed on entities that hold individuals’ personal data, it is clear that state legislators intended for individuals affected by a data breach to be able to bring suit when they drafted these laws. Therefore, the Spokeo decision should not bar class action suits alleging the violation of a state data breach law that includes a private right of action, if such a violation occurs and individuals are not timely warned of the acquisition of their personal, sensitive information.
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